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Risk Management Strategy prepared by: 

In collaboration with:
Risk Management Strategy
	1. Context & Approach


Provide a short description of the context in which the change initiative is taking place, as well as information on the approach guiding the management of risks involved as part of this change initiative.
	2. Process


A Four Step Risk Management Plan

2.1. Risk Identification
This first step consists of determining what risks (sources or symptoms) are likely to affect the project. There are two types of risks that need to be identified:

· Internal risks: these are the risks that can be influenced by the project’s team/contributors or the organisation;

· External risks: these are the risks that are beyond the project and management teams’ control.
There are a few dozen potential risks and briefly describes them within their context.  We separated them into eight categories: Environmental, Legal, Governance, Change, Stakeholders, Technological, Performance and Budget. Here is an overview of the eight categories:
( Environmental-related risks: These risks relate to the impact of large-scale projects affecting our department, such as the Government-wide spending reviews …
Legal risks: There is a risk that …
Governance-related risks: 
Change-related risks: 
Stakeholders-related risks: 
Technology-related risks: 
Performance-related risks: 
Budget-related risks: 
2.2. Risk Assessment
The purpose of this second step is to assess the risks identified and their interactions in order to evaluate the range of possible outcomes. It is important to note that we are using both qualitative and quantitative approaches in assessing the risks. This methodology is due to the fact that quantitative data is not always available or not in the form required. Instead, we use a subjective assessment from various stakeholders based on their preferences and expertise. These assessments are done based on specific criteria explained below. 
The following criteria are used to analyze each risk:

1. The exposure is the product of the probability and the impact. It represents the vulnerability or the effect the organisation has to risks. It is based on:

· Its probability of occurrence from the moment of the assessment onward. On a scale of 0 (Highly unlikely) to 100 (Highly likely);

· Its impact, or the severity of the consequences to the project or the organisation should the risk occur. On a scale of 0 (Highly unlikely) to 100 (Highly likely).
The impacts have been discussed through out the assessment and can mostly be found in the description of residual risks. This column representing what is left of the risk upon the implementation of the risk response.  

The following heat grid is used in determining the exposure of a specified risk. 
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Some risks may have a low probability of occurrence but a serious impact to the project should they occur. For this reason we try to put them in the moderate zone in order to keep them in mind. Also, additional information or contingency measures put into place may affect the rating.

2. Its frequency of occurrence on a scale of 1 (Low) to 5 (High). In other words, the number of times it might happen throughout the duration of the project. In some cases, the risk may only occur at a certain point in time or at a phase such as the roll-out;

3. Its relative importance when compared with the other risks within the same category. On a scale of 1 (Low) to 5 (High);

4. The timeframe in which the risk can reasonably materialize (“short term–within a year,” “mid term–from 1 to 2 years” or “long term–2 years or more”). Again, some risks may materialize only in certain phases of the project. For this reason, the timeframe given depends on the moment of the assessment;
5. The Stakeholders’ aversion or intolerance to that risk (Low, Medium, High). It is the degree of resistance or discomfort that may result, for some stakeholders, from having to deal with the risk, should it materialize;
6. The Level of Priority (Low, Medium, High). It is the priority we give to the risk in relation to stakeholders’ aversion.   

2.3. Risk Response Planning
Response planning aims at determining responses to threats before a risk materializes. There are four categories into which a risk can fall:

1. Avoidance: eliminating the risk, usually by eliminating the cause.

2. Transference: transferring the risk to another organization or part of an organization. It is important to note that responsibility may revert to the first party if the second party is not able to deal with the risk. 
3. Mitigation: consists of reducing either the probability of a risk occurrence, its impact, or both.

4. Acceptance: occurring when there is minimal control over a risk. (e.g., a political change outside DND). Nevertheless, the acceptance can be active (e.g., by developing a contingency plan to implement) or passive (e.g., by accepting the consequences).

Despite all the actions taken to reduce risks, some residual risks may remain. Contingency actions are thus identified and implemented for the risk to become more tolerable. It is also possible that secondary risks occur as a side effect of the implementation of the mitigation plan. Actions will be taken to reduce these risks should they come about. 
2.4. Risk Monitoring

Monitoring risks consists of responding to changes in project risks over time by executing the Risk Management Plan and by reviewing it regularly. It is not always possible to identify and assess each and every risk; control and iteration are hence required to determine any necessary corrective action.
Office of Primary Interest (OPI)
In order to keep track of the management process, one or several monitoring and action response OPIs may be assigned to each risk. These OPIs have been identified in this assessment and their responsibility has been validated with them. They will be informed and/or consulted throughout the project for direction, support and decision-making.
Finally, after a complete assessment and the development of mitigation strategies, a monitoring level may be exercised, depending on the severity of risks and how it affects the project and its stakeholders. The status being: “watch,” “priority” or “critical.” 
Here is a glimpse of the Risk Management Plan
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Critical Risks
A prioritization of critical risks may be based on the type of response required and its timing. These risks will be transferred to a priority list that may be used to present to senior management. A due date or deadline for actions may be added to this list in order to commit their OPI.
Priority Risks

…

Watch Risks

…

Older Risks
Risks that are no longer considered relevant to current project development will be moved to the risk history tab of the RMP.
	3. Communications and Risk Responses to Stakeholders


Effective and ongoing involvement of senior management (the Core Working Group and the Steering Committee) is vital to the project success. Consequently, periodic reports on critical risks and proposed responses will be submitted to them for consultation and decision making.
Involvement of other stakeholders is also key to successful risk management. This will be achieved by effective communication with them to make sure the course of action for reducing risks is understood and accepted at all levels. Inputs from stakeholders are essential to not only develop a plan that takes into consideration their concerns, but which will also reinforce their engagement and their contribution to effective risk management. See the Integrated Change Management Strategy and Plans for more details on communication and stakeholder engagement.
	4. Limitations


Despite all the risk management strategies, plans and activities, risks can and most probably will occur, which may be independent of our will or may be “new” risks that emerge as the project unfolds. Thus the importance of securing the proper level of resources and putting in place the required mechanisms for ongoing, effective risk management.
Also, since our risk assessment approach combines a qualitative and quantitative component, the risk assessment has a subjective nature to it, being based on human judgment, feelings and opinions. The biased judgment resulting from the qualitative assessment may take the form of underestimated impact of a risk outcome or of the amount of work necessary to mitigate the risks. 
	5. Sources


- Risk Management, Treasury Board Secretariat (www.tbs-sct.gc.ca/tbs-sct/rm-gr/rm-gr-eng.asp ).

- A guide to the Project Management Body of Knowledge 5th edition, PMI Standards Committee, Project Management Institute, 2013, PA, USA.

- Kerzner, Harold, Project Management: A Systems Approach to Planning, Scheduling and Controlling, 10th edition, John Wiley & Sons, 2009.  

- Risk Management Guidance, ADM (Material) (http://dgmssc.ottawa-hull.mil.ca/matknet/english/
projectmanagement/suppinfo/risk+management+guidance_e.htm).
- Project Implementation Plan; Quick Reference Guide, P.W. Sheremeta & W.M. Stewart, 2002, p. 13-15
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